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Service Name

File, Print, and Document Management – The Information Technology Office provides the Department of Public Safety employees with the Active Directory structure for file, print, and document management. 
Service Description

The department utilizes Windows servers along with active directory for document storage and management. These servers provide a centralized file management service, allowing users a variety of methods for managing files for their daily work, their projects; or saving and retrieving files on folders that are secure, scanned, indexed, and backed up.
Service Provisioning

This section contains provisioning information for the service: 
Example Department of Public Safety – Information Technology Office

Administration Building

Fourth and Main, Room 210

Anytown, USA

Currently providing services

Provisioner

This service is provided by the LAN Support Section of the Application Services Bureau. Phone: 999-555-1234 or visit the Department intranet to submit new user requests, etc.
Current Status and Future Plans

Current status of the service: PRODUCTION
Current version (from CMDB, if using) or date of release: Windows Server 2003 R2
Future release plans:  An upgrade to Windows Server 2008 is being planned 
Governance

What is the governance, strategy, and oversight model for the service?  Agency management
Does the provisioner maintain an advisory board to gain customer input?  Input from customers and agency management
Does the board have decision-making authority or is it advisory only?  
What is the accountability model—are there performance metrics or monitoring mechanisms in place to measure achievement of service levels?  
How are decisions made about future plans / upgrades / enhancements to the service?  Change requests are evaluated and prioritized by agency management.
How are the cost model and its parameters determined?

Service Scope / Customers

Indicate current scope of service offering… to whom is the service available?  Active Directory is required for every department employee to access their PC, email, files, printers, etc.
Active Directory is an enterprise-wide deployment that crosses several physical locations and is delivered to mobile workers.
Active Directory is a “core” service.

Service Features and Functionality

Describe the features, functions, and benefits of the service.  
The agency utilizes Active Directory to manage the user identities and relationships that make up your organization's network and file storage system. Active Directory allows administrators to centrally configure and administer system, user, file / folder, and application settings. Active Directory Domain Services (AD DS) stores directory data and manages communication between users and domains, including user logon processes, authentication, and directory searches.

Continuity Plan

This section describes the criticality to the business of service availability, and the provisioner’s plans to resume service delivery in the event of a disruption.

The Windows servers, which have Active Directory and the File / Folder system on them as well as other applications, are the highest priority to resume in the event of a disruption. The LAN Support Section team members have in place many precautions to prevent disruptions and procedures that are maintained and practiced to swiftly resume service if needed.

Criticality

Mission Critical – Everything that runs on the agency infrastructure is tied to Active Directory.
Service Resumption / Disaster Recovery

Describe plans for resumption of the service in the event of a disruption.  

Service resumption for Active Directory is critical and restoration of the servers is the highest priority. The LAN Support Section has implemented separate Virtual LANs that have the servers replicated and, along with the load-balancing functionality this provides, it also provides high-availability fail-over. If one side of the system is disrupted, the other side will continue to provide functionality. In the event of a disaster, the LAN Support Section has a procedure for restoring the Active Directory, quickly and efficiently, on standby equipment at an alternate location or within the Disaster and Emergency Services mobile IT support truck — they will restore the minimal services, such as CJIS and Public Safety communications systems first.

Service Level Commitments

The provisioner commits to delivery of the service in accordance with the following service levels.

· Service Availability Periods:  24x7
· Availability:  Expect .9999 is 1 hour per year or 5 minutes per month at worst
· Problem responsiveness:  A commitment by the service provider to respond to problems within a given amount of time, generally graded by severity level (where severity levels are determined by worker or public safety compromise, legal consequences, damage to organization’s public image, loss of revenue, etc.).
Service Consumer Requirements / Prerequisites

What, if anything, must a consumer/customer have in place in order to use the service? A desktop PC attached to the Active Directory network.
What policy requirements must the customer agree to in order to gain access? Department employees must attend an employee orientation class every 3 years and sign the agreements to the policies for using the system. 
Cost / Funding Model

How is the service funded?  
There is no cost to the Agency for the Active Directory user licenses, as they are included in the desktop services rate from DOA-ITSD. However, the agency funds replacement hardware and upgrades through the budget process and computer replacement cycle. The agency also purchases the Windows Server OS as needed. The service is funded through the budget process, grants, and other funding sources.

Technology

This section describes the technology components of the service, focusing on the infrastructure required by the provisioner to deliver it to customers.

The LAN Support Section maintains a data center with redundant virtual servers and redundant network storage systems. 

Core Competency Evaluation

The LAN Support Section’s primary responsibility is to ensure the continuation of this service and infrastructure that supports it.

Efficiency Analysis

Is this service characterized by economies of scale?  Are the fixed costs large in proportion to the overall costs (i.e., do the costs per user decline as the number of users increase)?  Factors to examine include:

· Are large capital investments required to provide the service?  Yes, the agency maintains a data center, network, and high levels of security and provides high availability
· Is the underlying software or hardware infrastructure subject to volume discounting? Yes
· Is the service commoditized—in other words, are there fairly standard functional requirements? Yes
· Is there an available business partner providing the service to an equal or greater number of users, with equal or greater service levels, at equal or lower cost?  No – security requirements for the Department of Public Safety preclude any chance to outsource this service. 
What specifically could be done to improve the efficiency of the service?

What specifically could be done to improve the effectiveness of the service?

